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Un programma di promozione di competenze mediali e di prevenzione dei 

rischi legati all’uso delle tecnologie dell’informazione e della comunicazione  

 

ASPI mira a sviluppare nei ragazzi e nei bambini uno spirito critico rispetto all’uso delle tecnologie e una 

consapevolezza in grado di guidarli nel vasto mondo di internet, riconoscendo limiti e confini propri, degli 

altri e anche della rete stessa!  

 

Destinatari Contenuti Modalità Durata Team 

 

 

I-IV medie 

Privacy: salvaguardia e regole di protezione 

Social media; immagine di sé, impatto dei like 

e consenso nelle relazioni online 

Cyberbullismo e Sexting: conseguenze 

personali, sociali e legali; potere preventivo 

del gruppo 

Adescamento: regole di protezione 

Intelligenza artificiale: sviluppo di uno spirito 

critico e importanza delle relazioni umane  

Esperienza 

legata al problem 

solving: lucchetti 

da aprire, 

tranelli ed 

enigmi da 

risolvere in un 

tempo limite e 

brevi riflessioni 

guidate. 

 

 

 

4 ore UD 

 

 

Una 

formatrice 

ASPI  

 

Destinatari Contenuti Modalità Durata Team 

 

 

 

2° ciclo 

scuola 

elementare 

Applicazioni: limiti e rischi 

Visione di contenuti inadeguati e scioccanti: 

gestione delle emozioni e strategie di 

protezione 

Notizie false-intelligenza artificiale: sviluppo di 

uno spirito critico 

Privacy: diffusione di dati, regole e confini 

Bullismo e cyberbullismo: strategie di 

prevenzione  

Adescamento: regole di protezione 

 

 

Attività ludiche e 

di movimento 

seguite da 

discussioni 

guidate. 

 

 

 

 

 

4 UD 

 

 

 

Una 

formatrice 

ASPI 

 

 



 

Per garantire l’efficacia del percorso di prevenzione, ASPI coinvolge gli allievi, i loro docenti e i loro 

genitori. Il lavoro con gli adulti di riferimento è particolarmente importante per accompagnare bambini 

e ragazzi nel mondo online. I docenti di classe e i docenti di sostegno sono invitati ad assistere alle 

attività in classe e a portare avanti la tematica durante l’anno scolastico. Per i genitori, su richiesta della 

sede scolastica e/o dell’Associazione Genitori, è invece proposto un incontro informativo durante il 

quale sono trasmesse indicazioni per fare fronte alle situazioni che potrebbero crearsi nell’ambito 

dell’utilizzo delle TIC.  

 

Modalità 

Gli interventi proposti in classe pongono al centro la competenza di bambini e ragazzi: una risorsa da 

cui partire e su cui articolare l’intervento di prevenzione. Il corso propone un approccio didattico 

esperienziale: tutti gli argomenti trattati vengono affrontati in modo ludico e interattivo seguiti da una 

discussione. Tutti i temi trattati in classe vengono approfonditi secondo tre ambiti: emozionale, 

relazionale/sociale e legale. 

Scuole medie  

Alle scuole medie è proposta un’esperienza coinvolgente di problem solving ispirata al modello 

dell’Escape Room, che stimola collaborazione, pensiero critico e partecipazione attiva. Gli allievi, 

risolvono enigmi e prove logiche per superare le diverse tappe del percorso. 

L’attività permette di affrontare in modo dinamico temi di grande attualità come : 

• privacy e sicurezza online,  

• social network, gestione dei dati personali, immagine di sé, benessere digitale, 

• cyberbullismo 

• sexting  

• adescamento online  

• uso consapevole e critico dell’intelligenza artificiale. 

 

Scuole elementari 

Per le scuole elementari sono proposte attività ludiche e di movimento, seguite da discussioni guidate. 

I principali temi trattati includono: 

• applicazioni social e videogiochi: limiti d’età e rischi 

• esposizione a contenuti inadeguati o potenzialmente scioccanti 

• verifica e veridicità delle informazioni online e delle immagini generate dall’IA 

(sviluppo dello spirito critico) 

• concetto di privacy e diffusione dei dati personali 

• cyberbullismo e adescamento 

Team  

Ogni classe è accompagnata da una formatrice ASPI con competenze in ambito educativo. 

 

Contatti: Lara Zgraggen e Mara Menghetti (co-responsabili programma):  ewww@aspi.ch  

mailto:ewww@aspi.ch

